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measuring the unknown

Www.ip-tap.com




Legislation

There is an imminent change in Legislation in the US & Europe that will have profound effects
on the protection, storage and flows of information over the Internet, changing the face of
existing operations and procedures.

Data protection regulations, and statutory liability for third party content and intellectual prop-
erty infringement will require corporate compliance.

Does your company currently conform to the new standards relating to data flows, storage
and use in all the countries in which there are business operations? Can you prove it??

IP-TAP is designed to allow an audit of conformity with current, new and future statutory
requirements in every country.

IP-TAP = What is it? — Ii

Rather than begin by explaining what IP-TAP is, the best course is to outline what it is NOT!!
IP-TAP is not:

An intrusion detection system with the intention of providing security
An anti-virus system or software

A risk management consultancy

A security audit system or consultancy

An application / system reseller

Rather, it is a means by which a corporation can assess the true risk of the unknown - network security breaches — enabling
an organization to develop contingency plans, strategic modeling patterns, underwrite risk with far greater accuracy, create

risk management models.

Concept

IP-TAP is a system enabled via a globally patented technology, which allows trained staff to collect aggregated information relat-
ing to organizational operations. From this data, the IP-TAP system is able, through pre-defined rules and criteria developed in
conjunction with the client, to identify the true risk of an organization being linked to the Internet.

Following these evaluations, a corporation or organization
is able to make informed decisions relating to:

Corporate risk management
Reinsurance risk
Risk liability
Corporate legal liability

* IT risk management
Organization change
Operational practice

IP-TAP allows an organization to shift to a low
probability position through allowing risk
assessment.

Results to be more closely matched to the real
risk for the organization.




Technology

IP-TAP has been developed over a number of years, by specialists in the network and computer security field.
The underlying technology is fully scalable for all sizes of organization, from mid-sized to major corporates.

IP-TAP is able to keep pace with the current and future IT market trends, such as Internet mediated large-
scale transaction processing integration with core business systems.

Simultaneously, it exists alongside all other proprietary and commercial systems and applications, without
interruption, without the intervention of in-house personnel, save for upgrades and changeovers.

Services| i!

Alongside the standard accumulation and analysis system is the additional provision of enhanced

analysis for specific events and occurrences. No two clients are the same and with ongoing devel-
opments in all business areas, there is an increasing requirement for proprietary information to be
analyzed with specific objectives in mind.

To this end, IP-TAP is able to work in conjunction with clients to develop and enhance the system
implemented within an organization to facilitate a custom solution, tailored to the unique demands
of a particular operation, organization or other business requirement.

Client Profile ! |

Risk Carriers - Direct Insurers & Reinsurers

Large Corporates

Banks

Network Operators and ISP’s

Military Bodies / Large-scale NGO's / Governmental Bodies / Law Enforcement Agencies
Credit Card Clearing companies / Stock exchanges and Other financial institutions
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Result/Effect

Hacker
Lone Criminal
Malicious Insider

Industrial Espionage

Terrorists

Info Warriors

National Intelligence
Agencies

Gain Access — various motives

Transaction Systems Financial

Financial gain or retribution

Theft of competitors proprietary data

Image damage to Governments and others,
data access from security services

Cause damage to military and government tar-
gets and others perceived as being the enemy

Watching the watchers

Defaced Sites to loss of access to computers
Losses / compromised system integrity
Loss of proprietary data, compromised organizational security

Trade secret loss, R&D compromised, potential loss of
pipeline developments and strategic advantage

Damage to reputation, organization security
compromised,High levels of publicity

Security compromises of critical infrastructure of military and
other bodies and organizations

Gain critical data on activities of the opposition and future
potential opponents

Volatility Index - Probability of security breach versus possibility of attack breach

Where is your organisation ?

Possibility
of security
breach
Probability
of security
breach
| Contact

In order to respond to your inquiry efficiently, we would request that the correct e-mail address is utilized.

For General Inquiries — info@ip-tap.com

For Technical Information Contact — tech@ip-tap.com

For Potential Technology or Commercial Partnering — partner@ip-tap.com

Tel. +32 498 088 462
Fax. +32 713 65 41
Web. http://www.ip-tap.com

IP-TAP

s.a. UNIWAY n.v.
Lenneke Marelaan 12/1
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